**БЕЗОПАСНЫЙ ИНТЕРНЕТ**

Интернет это большая часть, как нашей жизни, так и жизней наших детей. Вовлечённость в медиа пространство на данном этапе развития общества несоизмеримо велико по сравнению с прошедшими годами. Дети буквально «рождаются со смартфоном в руках». Так несёт ли опасность интернет?

**Плюсы интернета для школьника и не только**

* Большая информационная площадка, где можно найти практически любую информацию;
* Огромные возможности для изучения различных направлений знания: существуют специальные сервисы для подготовки к ЕГЭ и ОГЭ, для изучения иностранных языков или любых направлений деятельности (музыка, рисование, спорт, программирование и т.д.);
* Возможность знакомиться и общаться с людьми, находящимися в любой точке мира.

Но, несмотря на все положительные стороны сети, существуют и опасности, связанные со свободой ребёнка в Интернете.

***Помните! Основной охват увлечения гаджетами приходится на возраст 11-15 лет.***

**Социальные сети**

* Объясните ребёнку, что не нужно выкладывать на свою страницу фотографии, по которым можно определить, где учится и живёт ребёнок;
* Общение с анонимными пользователями должно быть осторожным: не стоит сообщать никакую личную информацию человеку, которого вы не знаете;
* Ребёнок должен понимать что и в сети нужно вести себя корректно, не оскорбляя никого и не вступая в перепалки.

**Игры**

* Интересуйтесь, во что именно играет ваш ребёнок: у многих игр существует возрастное ограничение;
* Обращайте внимание на то, какого плана эти игры: командные с возможностью общаться с другими людьми или одиночные, когда проходится только сюжет;
* Не забывайте о возрастном рейтинге, некоторые игры не предназначены для лиц, младше 18 лет.
* Даже если возрастной рейтинг слишком велик, поверяйте самостоятельно, что это за игры: есть ли там сцены жестокости, насилия и т.п. В некоторых случаях, можно разрешить играть даже в игру с слишком большим возрастным рейтингом.

**Деньги и игры в сети**

Существуют платформы, где могут производиться покупки игр (steam, origin, blizzard и т.д.). При покупке используется банковская карта, которую можно привязать к профилю, после чего использовать её для следующих покупок без подтверждения согласия. Если ребёнок просит у вас оплатить покупку игры, следите за привязкой вашей карты, объясняйте ребёнку, что покупка производится за реальные деньги и без вашего участия никакие действия связанные с оплатой производить нельзя.

Иногда в играх есть покупка дополнительного контента, которая производится за реальные деньги или за внутриигровую валюту, которая в свою очередь, покупается за те же реальные деньги. Обратите внимание ребёнка на то, что всё это покупается за настоящие деньги.

*\* Как покупают игры в интернете* – на специальном сайте или в программе с этого сайта нужно зарегистрироваться и создать свою учётную запись. Учётная запись будет привязана к вашей электронной почте или номеру мобильного телефона, это нужно для безопасности, что бы никто не смог без вашего ведома зайти на сайт с вашей учётной записи. Сама покупка происходит так: выбираете игру, нажимаете «купить» и в новом окне вводите данные своей банковской карты. После подтверждения введённых данных должна прийти на телефон смс с кодом подтверждения (обычно это несколько цифр) вводите их в нужную строку на сайте и всё, игра ваша.

*\* Дополнительный контент* – в некоторых играх можно покупать отдельные игровые вещи (одежда, оружие и т. п.), обычно сама игра в таких случаях бесплатная.

**Что же делать, если ребёнок играет в игры?**

Не нужно запрещать игры, если они нравятся вашему ребёнку, но необходимо контролировать время проведённое школьником за компьютером. Пусть это будет 1-2,5 часа в день, полный запрет только озлобит.

Беда компьютерных игр не в жестокости или чём-то подобном, исследования показывают, что игры сами по себе не делают детей хуже. Проблема в том какие они затягивающие, дети просто не чувствуют течение времени и могут сидеть по несколько часов не замечая как долго они этим занимаются. А когда, наконец, отрываются от компьютера, понимают что устали, но домашняя работа ещё даже не открыта. И тут у ребёнка возникает дилемма: лечь спать или сидеть ещё какое-то время с уроками. Любой выбор, в данном случае, принесёт мало пользы. Лечь спать, значит не сделать домашнее задание и получить плохую оценку в школе. А сделать задание, значит не выспаться (возможно сделать некачественно) и весь следующий учебный день клевать носом. Поэтому нужно контролировать выполнение домашнего задания и время проведённое ребёнком за играми.

Здорово укрощает влечение к играм, другие увлечения. Поговорите с ребёнком, узнайте, что ему интересно или могло бы быть интересно. Посмотрите, какие есть секции и кружки в городе, в вашей гимназии. Возможно, новый интерес захватит ребёнка, и он меньше времени будет тратить на игры.

**Основные правила безопасного нахождения детей в интернет пространстве:**

* Прежде, чем позволить ребенку пользоваться Интернетом, расскажите ему о возможных опасностях Сети (вредоносные программы, небезопасные сайты, интернет-мошенники и др.) и их последствиях.
* Четко определите время, которое Ваш ребенок может проводить в Интернете, и сайты, которые он может посещать.
* Убедитесь, что на компьютерах установлены и правильно настроены антивирусные программы, средства фильтрации контента и нежелательных сообщений.
* Контролируйте деятельность ребенка в Интернете с помощью специального программного обеспечения.
* Спрашивайте ребенка о том, что он видел и делал в Интернете.
* Объясните ребенку, что при общении в Интернете (чаты, форумы, сервисы мгновенного обмена сообщениями, онлайн-игры) и других ситуациях, требующих регистрации, нельзя использовать реальное имя. Помогите ему выбрать регистрационное имя, не содержащее никакой личной информации.
* Объясните ребенку, что нельзя разглашать в Интернете информацию личного характера (номер телефона, домашний адрес, название/номер школы и т.д.), а также "показывать" свои фотографии.
* Помогите ребенку понять, что далеко не все, что он может прочесть или увидеть в Интернете — правда. Приучите его спрашивать то, в чем он не уверен.
* Объясните ребенку, что нельзя открывать файлы, полученные от неизвестных пользователей, так как они могут содержать вирусы или фото/видео с негативным содержанием.
* Приучите ребенка советоваться со взрослыми и немедленно сообщать о появлении нежелательной информации.
* Не позволяйте Вашему ребенку встречаться с онлайн-знакомыми без Вашего разрешения или в отсутствии взрослого человека.
* Постараться регулярно проверять список контактов своих детей, чтобы убедиться, что они знают всех, с кем они общаются;
* Объясните детям, что при общении в Интернете, они должны быть дружелюбными с другими пользователями, ни в коем случае не писать грубых слов — читать грубости также неприятно, как и слышать;
* Проверяйте актуальность уже установленных правил. Следите за тем, чтобы Ваши правила соответствовали возрасту и развитию Вашего ребенка.